Goa police to launch ‘SpotTheScam’ Al tool

with BITS
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Panaji: With a rise in cyber-

- crimecases, Goapolice, in col-
laboration with BITS Pilani,
Goa campus, has created a di-
gital solution to detect coun-
terfeit websites of hotels, re-
sorts, and other establish-
ments. This newly developed
tool aims to protect the public
from online fraud by enabling
them to verify the authentici-
ty of websites before making
any financial transactions.

Superintendent of Police
(SP) crime branch Rahul
Gupta said that the tool will
identify fake APK files being

| eirculated on Telegram and

WhatsApp, which are used to
hack into the phones of inno-
cent citizens. “GoaPolice has
developed a tool ‘SpotThe-
Scam’ for cyber safety, along
with BITS Pilani, Goa cam-
pus. The link to this tool will
be posted on the Goa Police
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website as well as the tourism
website where people can
check the authenti;:ditYOfﬂle
website,” Gupta said.
Gupta said that this
artificial intelligence (AI) or

‘More than 70
websites were
listed as fake’

P‘I“?he tool is being used to
identify fake websites
A. that discreetly promo-
te escort services in Goa and
indecent representation of
women. During testing, mo-
re than 70 websites were lis-
' ted as fake, and information

was sent to DoT to block the
same,” he said. Goa police
will soon launch the tool, SP
(crime) Rahul Gupta, said.

Goa police, in collabora-
tion with BITS Pilani Goa,
developed a radical content
analyser to monitor online
and offline content, inclu-
ding videos lasting up to 25
minutes. This partnership is
set to make Goa police one of
the few law enforcement
agencies in India capable of
monitoring radicalisation
content to prevent extre-
mism propaganda.

Goa police conducted
tests on over 170 videos from
various social media plat-
forms and offline sources.
They started using more
electronic tools like Cyber
Yodha, AI-ML Lab, Quick-
Pass, TRACK (Traffic Re-
sponse and Congestion Cont-
rol Center), Radical Content

app, cloud-based 1930 cyber
crime helpline centre, and
QR code-based public feed-
back, amongothers.

bercrime

ments for suspicious content.
It cross-references customer
care details with a verified
fraud database and enhances
fraud detection capabilities
through machine learning,
Guptasaid.
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